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Return to Work Digital Checklist 

Is your business Cyber Secure? 
Cyber-attacks can cost organisations both time and money and can cause serious damage to an
organisation’s reputation. In 2019, 32% of organisations in the UK had a cybersecurity breach.
Therefore, it is important to stay vigilant and ensure your organisation has effective cybersecurity
protection.
Your cyber security protection checklist: 
-   PCs and servers require automatic updates of software and antivirus.
-   Email Server Certification to avoid your email being scammed.
-   Strong Wi-Fi Encryption 
-   Internet connections in the home and office need to be secure, as do the links between them.
-   Emails need to be checked for spam and viruses both inbound and outbound automatically.
-   Key data should be backed up automatically and daily to a secure off-site location.
-   Staff need to be reminded about phishing emails and not opening attachments from unknown
sources.
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 Email Management Service (EMS): A multi-layered anti-spam and dual-layer antivirus technology
to protect your organisations emails.

Next Generation Antivirus: Is an advanced version of traditional antivirus, which includes
'Software Patch Management' to ensure software is updated to prevent known security weaknesses. 
 

Keyfort's Solutions:

Keyfort's cloud backup service (KCS) Includes: 
-   Keyfort's engineers identify and configure offsite backup of key data. 
-   Automatically runs daily or more frequent and is monitored.               

Firewall configuration:  To secure office internet links, remote access and encrypted (VPN)
connections. 

Answer to the Riddle:
 A Compact Disk Contact Keyfort today for more information!


